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                MUHAMMAD ALIMI RAMLI                               




s
WORK EXPERIENCE


                  
Key Roles & Responsibilities
· Enforcing security compliance by KFHMB employees and vendors through Network Access Control.

· Monitoring security threats from within the network as well as from the external/Internet.

· Managing on the proxies (BlueCoat ProxySG) for every KFHMB employee’s internet access.
· Regularly review and performing clean up on the uncategorized URL list (white list) to ensure efficient network performance.

   KUWAIT FINANCE HOUSE (MALAYSIA) BERHAD (KFHMB)
Key Roles & Responsibilities










alimi.ramli@gmail.com











No 7 Jalan SG 7/8,  Taman Sri Gombak





Batu Caves, Selangor











68100 Batu Caves Selangor





017-2277057
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OBJECTIVE:  To obtain a position that provides an opportunity to use my expertise in the              Information Technology Industry.
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KUWAIT FINANCE HOUSE (MALAYSIA) BERHAD (KFHMB)








Information Technology Division, IT Security & Policy Control (2011)








�





Control Assurance, Support & Transaction Processing Division (2008 – 2010)








Administer the user profiles, password and access management based on the approved User Access Matrix for Bank-Wide applications and systems. The average maintenance requests performed are about 200 various requests.


Ensure maintenance of the profile is timely, accurate and consistent with the user’s functional roles and responsibilities.


Advise and recommend to system owners on the establishment and revision of user group matrix.


Review and maintain user profile administration modules and user parameters during Business Continuity and Disaster Recovery exercise.


Provide support and assistance to the officer in charge in delivering the tasks related to User Profile Administrator  (UPA) functions for new and enhanced system projects which include:





Maintenance of UPA related modules in terms of user parameters and contribute to the establishment of user access matrix during the project development stage.


Perform the systems User Acceptance Test (UAT), which include among others, the establishment of test scripts, documentation of test results, escalation of issues encountered and performance of comfort tests and system wellness.





  iii.     Assist to perform review and providing advisory on system control which include, but not limited to system control review and compliance check, security monitoring including audit trail and violation administration and IT system access certification.


Assist in the maintenance of user parameters and contribute to the establishment of user access matrix during the development (project stage) of the systems.


Assist to coordinate the Half Yearly / Yearly Bank-Wide Certification of System Access Privileges and validity of users for selected banking system.


Assist to perform independence review on high risk operational activities which include:


NOSTRO Account Monitoring.


User Profile / Access Audit Trail reports, including administration of security violation and deviations.





Premises Sweep – assist in performing the exercise on a periodic basis to gauge the employees’ awareness and compliance with the general office safety and safekeeping of assets and general documents covered in the Bank’s policies.


Develop and maintain Intranet Forum (myQ eChat) for open discussion with expandable functionalities for future project. 











       Key Roles & Responsibilities


Sold various brands of notebook and computer accessories with skills in cold calling, negotiating and closing. 


Provide early check up to problematic notebook before sent it to service centre.


Assist customer and provide solution to their queries.


Gained inside knowledge on business operation and stock management.


Acquired time management skills and take responsibility with the given task.	














Key Roles & Responsibilities


Develop Intranet Portal for IT department.


Install new OS and applications on new PC.


Provide maintenance to computer in each lab.


Provide service and support to staff PC / Printer.


Install and configure new wireless network.













































































E-PERIPHERALS SDN BHD, Imbi Plaza, Kuala Lumpur 





Sales Executives (2005)





INTERNATIONAL ISLAMIC COLLEGE





Internship Trainee, Information Technology Department (2005)
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ACADEMIC QUALIFICATION














UNIVERSITI UTARA MALAYSIA, SINTOK, KEDAH


BACHELOR OF INFORMATION TECHNOLOGY (HONS), 2009


Major:  Computer Network, 3.27 CGPA





INTERNATIONAL ISLAMIC COLLEGE (IIC), KUALA LUMPUR


DIPLOMA IN INFORMATION TECHNOLOGY, 2005


2.67 CGPA





SEKOLAH MENENGAH KEBANGSAAN HILLCREST, SELANGOR


SIJIL PELAJARAN MALAYSIA (SPM) (2001)














APPLICATION




















OPERATING SYSTEM








NETWORKING





PROGRAMMING LANGUAGE





INTRUSION DETECTION





HARDWARE
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Routers & Switches (Cisco, Linksys), Raid, SCSI, NIC, and other computer peripherals.





Knowledge in Microsoft Office 2003 & 2007, configure a vast majority of Antivirus software (eg. Kaspersky, Norton Internet Security), configure and manage Firewall software, Macromedia Dreamweaver, Adobe Photoshop CS 3,Plesk Panel – Web Hosting Automation Control Panel, configure Apache web server, Lotus Notes, maintain, monitor and analyze proxy Blue Coat ProxySG, develop and maintain Content Management System (CMS) e.g. Joomla, Mambo, PHPBB, Vanilla. 








Proficiency in PHP, familiar with Java & C++ language.





Experienced in installing and configuring SNORT® on Linux platform and familiar with SNORT® rules 








LAN, TCP/IP, DNS, DHCP, familiar with Bradford Network Access Control.





Windows XP Pro/Vista/7, Linux (Ubuntu), UNIX environment, familiar with Active Directory.





COMPUTERS





______________________________________





______________________________________





OTHERS





Hazam Haji Abdul Muid


Managing Director


Binary Frontier


Contact Number: 019-3159411





Tengku Khalizul Tengku Khalid


Internal Audit


Kuwait Finance House (Malaysia) Berhad


Contact Number:  012-2091364





Azaman Mohd Noor


Citibank Berhad


Contact Number: 013-3630631





HOBBY





_______________________________________








Mountaineering, Running, Photographing.








REFERENCES





Expected Salary:  RM 2900 per month (negotiable)


Availability        :  1 month notice































































