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HP: +6016 305 1686 
Email: parkrashid@yahoo.co.in


Career Skills: 
15 years of experience in IT industry. Outstanding Customer service skills and resolving technical issues related to existing network of the customers. Currently self employed and was working in IBM Malaysia Sdn Bhd, Cyberjaya as IT Senior Security Specialist.

Certifications:
CCNA – Cisco Certified Network Associate.
CCNP - Routing & Switching.
BSCI - Building Scalable Cisco Internetworks.
BCMSN - Building Cisco Multilayer Switched Networks.

Experience:

Organization: IBM Malaysia Sdn Bhd
Designation:  IT Senior Security Specialist 
Duration:       Mar 2015 – Mar 2021
· Provide a single point of contact to the account management and delivery teams for all operational security related activities for the customer account.
· Be responsible for delivering “end 2 end “Security Services defined in the contract.  
· Act as a focal point to account management and delivery teams for all operational security related activities. 
· Report to the Delivery Project Executive and provide objective, informed and impartial guidance that balances the needs of the customer and IBM.
· Serve as a dedicated focal point for managing security incidents that occur in the account delivery location and provide appropriate SME advice to help resolve matters.
· Understand and approve change records which may have a significant impact the customer's security document.

· Provide and act as audit focal for internal and external reviews e.g. pre-audit preparation activities, support data collection, respond to data / meeting requests etc... Respond to security related audit and review findings including developing and tracking action plans.
· Manage the accounts compliance and risk situation closely with DPE support.
· Own and manage a compliance calendar as part of compliance and security management.
· Own and manage regular compliance interlock calls to provide status to DPE, SIL and CIC compliance management.
· Be responsible for the Account’s Security Risk Management process and ensure that the Security Risk register is maintained and up-to-date at all times.
· Ensure that contractual requirements for information risk management and security controls are understood, documented and satisfied.
· Provide accurate and timely Security KPI data which reflects the true security posture of the account. 
· Work on risk assessment and treatment. Support the Client Security Operations Specialist or Manager on information risk management matters. Support the R&CM team to ensure that the account Risk register is maintained and up-to-date.
· Perform security risk assessment in alignment with Global IT Security Risk Assessment Method Guidance when detailing exposures, rating exposures, and suggesting techniques to mitigate exposures.
· At the direction of the Client Security Operations Manager, review of Security Policies, Procedures and Practices. Evaluation of current security processes in relation to ISO standards, industry best practices and business objectives.
· Perform vulnerability scans using IBM vulnerability scanner on infrastructure and then review and advice product owners/stake holders regarding the risk of vulnerabilities. Scope of vulnerability scans involves all devices in the network Example: Servers and Network devices.
· Complete assigned Security project tasks within set timescales.
· Manage IT security requirements and audit for Outsourcing. 
· Manage IT Security User Awareness program that includes monthly communication and yearly e-learning.

      





Organization: Penang Seagate Industries Sdn Bhd
Designation:  Network Engineer
Duration:       Aug 2010 – Feb 2015
· Configuring Cisco routers and switches for Seagate under Regional network operation team for all the Asia sites in Singapore, Malaysia, China, Thailand and Taiwan like Leased line, Broadband, Internet and other network product project rollout and implementation. Handling Cisco 2000, 3000 series and 7000 series routers.
· Involved in the Packet shaper Installation. Packet shaper is used for controlling the Internet bandwidth by Traffic shaping, compression, TCP & HTTP acceleration, analysis, reporting and high latency link optimization. I have installed the Packet shaper license for 3500 Packet shaper series.
· Involved in the Steelhead Riverbed Installation. Steelhead Riverbed is used to solve network bandwidth and performance problems in Application acceleration, Bandwidth optimization, Data center, branch office and server consolidation, Data protection, Disaster Recovery, Visibility and Network performance management.
· Monitoring the Asia Network operations through network tools like Cacti, Nagios and Syslog. 
· Involved in the Asia Internet Metrics calculation which includes the ISP provider, Circuit Bandwidth, Priority Application, Control Application etc.
· Involved in closing the EOE (end of employment) ACS Admin Access Termination tickets in Remedy Incident management.
· Involved in Upgrading IOS from Version 12.4 to Version 15.0 for more than 20 routers for the 3000 and 7000 series router.
· Worked with all the major service providers like AT&T, Singtel, Starhub, TM, TIME, Wipro, China Unicom, Thailand CAT, Thailand Loxinfo, Taiwan CHT for Router down, Interface CRC errors etc.
· Involved in New Internet site project like Router installation which includes discussion with ISP, Quotation with Vendor and finance department.
· Conference call with the US Global network team on a weekly basis to discuss about the Asia network related problems.











Organization: CSC Malaysia Sdn Bhd
Client:             Maybank
Designation:  Network Engineer
Duration:       Sep 2009 –July 2010
· Configuring Cisco routers and switches for Maybank under network operation team, Leased line, Broadband and other network product project rollout and implementation. Handling Cisco 800, 2000, 3000 series and also core routers.
· Involved in maybank2uproblem resolution, POS merchants Hypercom issues and intact setting up, Offbanks routers including IPVPN and ISDN as backup and Branches network issue. Configuring WAN and LAN connections.
· Monitoring all the sites using e-health services for CPU and memory process.
· Will lies with monitoring department to detect any total down routers or switches for proactive monitoring.
· Involved in IP-SLA project migration for all the sites in Malaysia.
· Resolving tickets on problems raised by Maybank users.
· Upgrading IOS and generating reports for ISDN and IP accounting for those sites having bandwidth utilization.
· Involved in DR project for Maybank to fall back all the important routers from PJDC to Myloca Cyberjaya DR Centre.

Organization: Satyam Computer Services Limited
Client:             Ford Motor Company, India
Designation:  Firewall Engineer
Duration:       May 2007 - May 2009
· Access rule changes in Checkpoint firewalls as per the customer change request.
· Access rule changes in Cisco ASA firewalls using Cisco CSManager.
· Creation of new IPSEC tunnel with Ford suppliers.
· Troubleshooting FTP and internet related issues.
· [bookmark: _Hlk22577311]Firewall migration from Checkpoint NG R55 to NGX R65.
· Attend Change Control, Extranet Planning and Extranet Operational Meetings including project reviews as required.
· Monitor, review and approve Change Controls waiting in queue.
· Manage and implement customer-initiated network change requests for Extranet changes.
· Attending the conference call on the project status update and identification of requirements.
· Implementing the changes, are discussed in the change management.
· Monitoring all the devices with Nagios network monitoring tool, if any device goes down. Creation of new ticket with GIRS (Global Incident Reporting System) and then working on the issue.
· Modifying the policies for the Cisco firewall with the help of the Cisco Security Manager (CSM) by Adding rule and Modifying rule .
· Checking the Logs of Nokia Firewall with Checkpoint Provider-1.
· Checking the log of Cisco firewall with Cisco Security Monitoring, Analysis and Response System (CSMARS).
· Checking the logs for mail issues with the help of Blueox mail relay server.
· Coordinating with the Cisco and Nokia technical team for any updating and assistance of devices.

Organization: Satyam Computer Services Limited
Client: FIFA PDraw – South Africa
Designation:  Infrastructure & Deployment Support
· Hardware installation, configuration and support for PC’s, printers, faxes, copiers, etc.
· Software installation, configuration and support
· Planning and coordination of all IT required hardware.
· Coordination with program management team and suppliers on the acquisition of IT equipment.
· Problem solving skills to resolve any IT related issues.

Organization: Global Vision System - Malaysia 
Designation:   Infrastructure & Deployment Support
Duration: Oct 2005-Nov 2006
· Analyzed the IT needs of the organization, recommended appropriate solutions and interacted with the vendors for the implementation.
· Setup and maintenance of LAN equipments.
· Recommended hardware and software for the company’s operational requirements.
· Preparation of the daily status report.
· Weekly status updating to the manager.
· Monthly review meetings with IT team and manager.
· Member of Network and System Support Team.
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Name:                Mohamed Rashid 
Nationality:         Malaysian
IC No:                 810822-07-5891
Marital Status:    Married
Date of Birth:      22 Aug 1981
Phone No:          016 3051686
Email:                 parkrashid@yahoo.co.in


