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PERSONAL PARTICULARS

Name				:  Jamsari bin Abdullah
NRIC No.			:  720331-14-5307
Correspondence Address	:  No 31, Jalan Bukit Ros 3,
				   Taman Bukit Ros
				   43000 Kajang
				   Selangor
Contact No.			:  010-2677558
[bookmark: _Hlt476976671]E-mail Address		:  jamsari00@yahoo.com
Age				:  48 yrs
Sex				:  Male
Marital Status			:  Married
Nationality			:  Malaysian


EDUCATIONS & AWARD

	

	1.  1991 to 1994

	
	Institute
	:University Technology of Mara (UiTM)

	
	Achievement
	· Diploma In Business Studies


	
	2. Continuing Professional Development (CPD) course: 1997 to 2008

	
	Achievement
	· Tandem training by HP
· AS/400 Course for Security Administrator conducted by IBM
· Peoplesoft Application Training conducted by Peoplesoft
· Oracle Forms and Report conducted by Oracle Malaysia
· Seminar on Firewall
· Seminar on Shiva Net Manger on remote dial-up
· AS/400 Technical Workshop for Y2K
· Seminar on Successful Implementation of Integrated Solutions for Online Financial Transaction in Singapore
· UNIX Training for Security Administrator conducted by MIMOS Berhad
· Oracle Enterprise DBA and Administration conducted by Oracle Malaysia
· Sybase Advance Administration Training conducted by Sybase.
· How to Manage Network Vulnerability Assessment Administration MS SQL Server 2000
· Sybase Administration training release 12.5
· Swift Alliance Administrator Training
· Seminar by Sungard on Treasury System (Quatum)
· Seminar by Reuters on Treasury System (Kondor Plus)
· Seminar by IBM for new AS400 platform release (I-Series) i5.
· Seminar by Veritas on APM (Application Performance Management).
· Seminar by Sungard on Treasury Back-office System.
· Convention Microsoft Tech-Ed 2004.


	
	3. 1986-1990

	
	Secondary
	Sek Men Vivekananda

	
	Achievement
	SPM 






WORKING EXPERIENCE


1. Oktober 2017 till current
Company: Pembinaan TH Jaya
Department: IT 
Rank : Senior Executive (Freelancer)
Key Responsibilities:

· Responsible in handling IT system for the company.
· Perform backup and housekeeping the computer system in timely manner.
· Working with client if they perform system upgrade.
· Submit report and claim through online to the client once job has been completed.
· Also involved in field work with the technician and get the details such as the material has been used, snap picture for the report purposes.

2.     Jan 2012 till current 2017

Company : Maybank
Rank : Senior Executive
Designation : Senior Security Engineer
Key Responsibilities:

· To coordinate Host Security Module (HSM) activities such as Zone Master KeyLoading and Terminal MasterKey.
· Handling operational task on Host Security Module.
· As a backup for cyber security team.
· Perform monitoring, reviewing and reporting for HP Arcsight, Mcafee and RSA Netwitness.
· Working closely with the Network team and vendors.
· Travel overseas and discuss on security control related to the key exchange.
· Involved in new Project with regards to HSM Maybank domestic and regional.
· To periodically review HSM key with key holders.
· To rectify issue related to HSM Key Management process.
· Involve key update if required change by Master Card, VISA and AMEX.
· Perform ID Management for server AS400 and UNIX.
· Perform analyst in Security Market Trend.
· Perform ArcSight review for Security Control such hardening, user access and monitoring.
· Discus with manager and other departments prior any new system migration will be implemented.


3. September 2009 – 2012

Company: Rangkaian Segar Sdn Bhd (Touch n Go)
Department: IT Security
Rank : Senior Executive
Key Responsibilities:

· To add and maintain user request for application system and operating system.
· To maintain and update IT Security policies and procedures.
· Participating project as IT Security Department representative and to advise IT project manager and team member on IT Security policies and procedures.
· Answering audit queries and findings from internal and external.
· Working with vendor perform penetration test.
· Perform health check to the servers under IT security custodian.

4. September 2007 – 2009

Company : Malaysian Electronic Payment System (1997) Sdn Bhd-MEPS
Department : Information Security Department
Rank : Senior Executive
Designation : Administrator
Key Responsibilities: 

· To coordinate and perform Key Distribution with FI’s, Third Party and Regional Link.
· To administer and review Access Control for Tandem, Financial Payment Exchange (FPX), Dispute Logging System (DLS) and log monitoring.
· Review logs for Safeguard and perform escalation for any violation. 
· To administer firewall (Watchguard) and perform log monitoring firewall and IDS.
· Compile weekly and monthly logs for General Management Meeting review.
· Involve in Disaster Recovery exercise for products IBG, Shared ATM Network (SAN) with FIs.
· To review and update baseline/policy Enterprise Wide Information Security Policy.
· Attend to the auditor from internal, external such as SIRIM with related Information Security Management System (ISO/IEC 27001:2005)
· To review and update baseline for application/operating system.
· To coordinate HSM Zone Master KeyLoading and Terminal MasterKey.
· Involved in new Project within MEPS
· Meeting with banks to improve in Key Distribution Process
· To administer user access within MEPS internally and bank externally


	
2.	1997 – 2007
	Company	: Affin Bank Berhad
	Department	: Information Security Department
	Rank	: Assistant Vice President (Senior Executive)
	Designation	: IT Security Administrator
	
	Key Responsibilities	: 
· To be responsible for establishing access entitlements, implementations, modifications, monitoring and enforcement of the access control strategy. Granting, remove or modify user access right based on recommendation by Head of Department and authorized by system owner with the ultimate objective of ensuring that individuals are assigned with the proper access entitlement to the system resources
· To ensure, enforce and protect the confidentiality, availability and integrity of data residing in the Bank’s system from any fraud, violation and unauthorized access in compliance with the Bank Information Security Policy and Standards
· Provide consistent interpretation of Information Security Policy and Standards (ISPS).
· Review the policy to ensure it stays current & effective.
· Update the policy on need to have basis during the year.
· To review access right, performed housekeeping, monitoring security violation in various platforms, application and databases namely: STRATUS HPUX, AS/400, DEC/VAX, Windows NT, FLEXCUBE, FINWARE, Enterprise GL, Human Resource Information System (HRIS), Dynamix, Oracle, Sybase, MsSQL.
· Exception Acceptance / Risk Process Review, recommend and escalate the Information System Security Exceptions to Systems and Operation Security Committee (SOSC) for approval.
· To maintain super-ids request and review users using the super-id in various platforms.
· Working together with vendor for Firewall set-up, installation of new application and any other new operating system such as HPUX and Sun Solaris. This is to ensure they follow the Bank’s Policies, Standard and Procedures.
· To reduce the risk of data loss by accidental or intentional modification, disclosure or destruction by ensuring the user used a secure telnet (SSH) and FTP.
· To ensure and verify that all authorised request for access to various platform are implemented in timely manner.
· To supervise and manage subordinate of IT Security Administration staffs by ensuring they comply with the Bank’s POLICIES, PROCEDURE and STANDARD.
· Review corrective actions/closure of security audit findings for Information Security Office.  
· Compile the status of the external audit findings for Information Security Admin.
· To response audit finding from internal, external (PriceWaterHouse Coopers) and Bank Negara Malaysia (BNM) in timely manner.
· Develop and maintain the Security Incident Response.
· To compile and summarize incident report.
· Co-ordinate and distribute alerts to the respective parties in timely manner.
· To identify potential risk & vulnerable area and work with Information Services Dept to define assessment scope.
· Assess IS/Network risks and vulnerabilities and ensure corrective actions are initiated and completed.
· To review audit trails and provide reports of security event.
· Participate in IT related project and provide security advice. Prepare security activity reports on status and risk.
· Escalate unresolved project issues to mitigate security risks.
· Working with Ernst & Young to develop IS policies, Standards and Procedures for the bank.
· Liasing with branches and Head office users pertaining to the access right granted and user-id.
· Involved with new project such as Enterprise Application Integration (EAI), Enterprise Workbench for Loan Tracking, Credit Risk Management (CRM) for reporting system to the Bank Negara, Contact Centre, Credit Card System, Upgrade Swift Alliance, IVR Security System, Corporate Cash Management System and Securing Win2K server for Datawarehouse System.
· Involve with enhancement of new system for SWIFT and upgrading retail system for the (FINWARE).
· Ensure significant/critical issues are addressed in timely manner.
· Develop security awareness program, provide training and deploy security materials to participants.
· Work with Human Resource to incorporate Security responsibility into employee orientation.



3.	August 1994 – Nov 1997
	Company	: RHB Bank Berhad
	Department	: IT Division
	Rank	: Security Officer
	
	
            Key Responsibilities: 
· To assist users problems, to attend to user application for new user-id and granting of access right.
· To perform admin job for IT payment and deal with vendor and customer.
· Act as liaison person with branches on user-id and access.
· To review and monitor daily RACF reports and system security violation.
· To review the resources of RACF level security every 3 month for effective control.
· To educate Bank staffs on Security Awareness and Assisting in Disaster Recovery Exercise.
· To assist immediate superior to enhance RACF AUTOMATED FORM for better usage.
· To centralized filing of RACF security documentation.
· AS400 Responsibilities: To assist user’s problems, to attend to user application for new user-id and granting of access right.
· Communicate with Operation and System Programmers on the space problems. 
· To perform IPL with System Programmer in the Production Machine.
· To monitor objects synchronization in both machines (Production and Development) via OMS400.
· As a Change Management Administrator to perform change from Development to Production in AS400.
· Working together with vendor (ISIS) when there is a problem.


TECHNICAL KNOWLEDGE OBTAINED

1.	Office Automation Systems
	This includes working knowledge level on the following systems:
· Microsoft Word
· Microsoft Excel
· Microsoft Access
· Microsoft Power Point


2.	Platforms and Operating Systems
	Working knowledge of 
· AS400
· HPUX
· IBM/AIX
· SUN SOLARIS
· WINDOWS SERVERS
· MVS/ESA
· UNIX
· RACF
· OS400
· TANDEM
· IBM S390 
· IBM Z series
	
3.	Systems Security Devices
Working and management knowledge level on the following security devices:
· Firewalls
· Intrusion Detection Systems (IDS)
· Intrusion Prevention Systems (IPS)
· Vulnerability Assessment tools
· Anti-Virus software
· SSL VPN
· HSM (Host Security Module)

4. Databases
Working knowledge level on the following databases:
· ORACLE
· SYBASE
· DB2
· MSSQL

SKILLS / ADVANTAGES ACQUIRED

1.	Skills
· Report writing
· Communication and presentation
· Analytical
· Supervisory and management
· Independent
· Resourceful
· Planning and co-ordination


2.	Advantages
· Ability to lead, manage and implement projects within the required timeframe.
· Knowledge on both operations and IT processes due to involvement in both environments.
· Ability to view process in totality or “out-of-the box” due to exposure in various fields from systems development and information security.
· Highly motivated and able to work under pressure and constraint.


MAJOR WORKING INVOLVEMENT

	Major exposure 
 
1. IT SECURITY ADMINISTRATOR - 1997 to 2003

· Participate in the implementation of Core Banking systems from security perspective. (i.e. Finware and Flexcube).
· Perform Y2K testing and readiness on the user accounts and access right.
· Involve in migrating operating system from FTX to HPUX for Finware Retail Banking.
· Develop procedure and user guide for IT Security reference.
· Involve in merger exercise between Perwira Affin Bank and BSN Commercial Bank.
· Involve in DRP exercise in various application system.
· Meeting with business unit and understand their requirement for better service which can provide to customer.


2. APPLICATION SUPPORT FOR TREASURY & PAYMENT- 2003-2006

· Review service level agreements for Treasury & Payment Support to ensure that the contents complied with the Bank’s policy and standards and other regulatory requirements.
· Review and monitor outstanding payment for services done by the vendors.
· Application Team Leader for New Treasury System.
· Initiate, source and evaluate vendors from IT Application requirement for Treasury System.
· Spearhead project negotiation’s agreement that includes scooping and contract value.
· Managed vendor on the project deliverables.
· Working together with Silverlake on interfacing from Treasury system to new Core Banking System.
· Upgrade from current Rentas system to Rentas Straight thru Processing.

3.	SYSTEM SECURITY -2006 till current

· Review and update Baseline Standard Policy
· Project Team lead for new Key Distribution application system.
· Involve regional Project System implementation.
· Rectify Audit issues.
· To comply system setting with Payment Card Industry and Data Security Standard (PCIDSS).
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