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Anuar Bin Sharip
Contact Info

Postal Address

:  Blok A-01-27, Masreca19 Apartment, Persiaran Rimba Permai, 
                                       Cyber 10, 63200 Cyberjaya, Selangor.

Mobile No.
   
: +6012- 2411960

Email
   
: anuar.sharip@gmail.com


Personal Particulars
Age
  
  : 38 years

Date of Birth
: 11 Nov 1982
Nationality
  
  : Malaysia

Gender

: Male
Marital Status
  
  : Single

IC No.

: 821111-04-5091
Permanent Residence : Malaysia

Educational Background
Highest Education

Level


  
         : University Degree

Field of Study
         
: Computer Science (Software Development)
Institute / University
: Universiti Teknikal Malaysia, Melaka (UTEM)
Located In

  
         : Melaka, Malaysia



Certification Obtained









Year
Certified Penetration Testing Engineer (CPTE) (Certificate of Attendance

2016
CISCO Certified Network Administrator-Security (Certificate of Attendance)            2013
Microsoft Certified Database Administrator (Certificate of Attendance)


2007

Microsoft Certified System Engineer (Certificate of Attendance)



2007

CISCO Certified Network Administrator (Certificate of Attendance)


2007

Employment History
	Company
	Duration

	1)Allianz Insurance Malaysia Berhad

Position:IT Security Senior Executive
· Assist information security management to plan, coordinate, organize and implement information security activities in the organization.
· Direct and conduct regular technical information security countermeasures analysis to support information security requirements and report to Management.

· Assist information security management to establish and document procedures and control measures that support the security profile of critical systems, user privileges definition, access standards definition, security requirements necessary for protection of information and assets.

· Conduct regular review and monitoring of security events. Report to Management for major alerts and / or security breaches.

· Provide guidance to project team or business units on security requirements to ensure new / existing applications and systems comply with mandated regulations and security policies.

· Evaluate security patches / software updates and inform administrators of deployment requirements. Follow-up and monitor deployment progress.

· Conduct investigation into any information security incidents and escalate urgent security vulnerabilities to Management for immediate action.
2) VADS Berhad

Position: Assistant Manager - Security Analyst

· Investigates, troubleshoots, analyzes and resolves

problems related to the IT security infrastructures that   

have been escalated by customers.

· Monitor and provide monthly report of security aspects 
for customer.

· Response to security incidents and provides fault 
resolution and escalation.

· Getting involved with project enhancement of SIEM tools.
3) ASCENDSYS Sdn Bhd

Position: IT Security Engineer 
My main responsibilities are to be part of Service Delivery Team. In order to ensure the project is delivered in terms of technical sites, such as setting up the system infrastructure of Production and Data Recovery sites. Moreover, take lead on server/sensor deployment and agent installation at government agencies. Aside from that, I am supervise staff under Technical Team such as assigning, observing and advising them.
· Getting involved in various Managed Security Services 

(MSS) projects local and oversea, ongoing for Malaysia 

government (MyGSOC) and setting up 

Prove of Concept (POC) for Ministry of  Defense, 

Kingdom of Saudi Arabia named MOD and also POC for  

ITU agency located in Geneva.

· Familiar with various Security Incident Event 

Management (SIEM) tools such as Symantec SSIM,    

RSA envision, RSA Security Analytic and also Alienvault 
OSSIM.
· Getting involved in government project named MyGRIC
which focused on generating compliance scorecard report for the devices  and collaborated with MAMPU in order to give awareness about IT security among government agencies.

4) EMERIO Company

Position: Wintel Engineer
Attached to various account, my main responsibilities 
are to attend to enquire by customers on server’s issue, 

maintain and plan database server  based on  

documented instructions, and also observe the trends to 

trigger the problem. Skills that I gained here:-
· Experience in Windows 2000 & 2003 servers in a large 

mission critical Enterprise Level environment.

· Experience within IT Operations, infrastructure services 

support (Systems and Network management), 

operations monitoring and end user support.

· System Administration: Windows NT/2000/2003 

Server.

· Tools and Software Skills: HP Open View, VMware, 

Citrix Metaframe, Exchange Server, HP Open View   

Storage Data Protector , Active Directory,  

ILO Management.

· Excellent understanding of ITSM\ITIL processes.
5) TELETECH Company

Position: IT Desktop Support II 

· Attached to Hewlett Packard (HP) project, my main 

responsibilities are to attend to enquire by American  

customers on computer’s issue, provide solutions 

(troubleshoot by remote customer’s pc) to new and 

existing customers and other related basic IT cases.

· Reason for leaving: Teletech, which is a vendor for HP 

company have no choice to terminate all the employees 

for this project as HP wants to wrap down the KL sites 

for business purpose.

6) SCICOM (MSC) Berhad

Position: IT Helpdesk 

· Attached to Singtel project, my main responsibilities 

are to attend to enquire by Singaporean customers on 

broad band’s promotion, provide solutions to new and 

existing customers and other related basic IT cases.

· Reason for leaving: seeking for better future. 
	13th March 2016 till date
1st Oct 2014
till 28th February 2016
1st Feb 2011 till 16th Sept 2014

15 Sept 2008
till 31 Jan 2011
April 08 to Aug 08

Sept 07 to Feb 08




Reference:
1. Muhammad Syanaff Bin Mohd Saari,
IT Operation Manager,
Allianz Insurance Malaysia Berhad
Tel:016-6154284
